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Notify about NS lifecycle change

POST /URI_is_provided_by_the_client_when_creating_the_subscription-
NsIdentifierCreationNotification

Description

The POST method delivers a notification from the server to the client. This method shall support the
URI query parameters, request and response data structures, and response codes, as specified in
the Tables 6.4.18.3.1-1 and 6.4.18.3.1-2.

Parameters

Type Name Description Schema
Accept Content-Types that are acceptable for the .

Header . string
required response. Reference: IETF RFC 7231
Authorization The authorization token for the request. .

Header . string
optional Reference: IETF RFC 7235
Content-Type The MIME type of the body of the request.

Header . Typ P Y q string
required Reference: IETF RFC 7231
NsIdentifierC

Bod reationNotific A notification about the creation of a NS NsldentifierCreation

y ation identifier and the related NS instance resource. Notification

required

NslIdentifierCreationNotification

Name Schema

NslIdentifierCreationNotification . _ e

. NslIdentifierCreationNotification

optional

NslIdentifierCreationNotification

Name Description Schema

_links This type represents the links to resources that a links

optional notification can contain.



Name

notificationTy

pe
optional

nsInstanceld
required

subscriptionl
d

required

timestamp
optional

_links

Name

1cOpOcc
optional

nslnstance
required

subscription
optional

1cOpOcc

Name

href
required

nslnstance

Name

href
required

subscription

Description

Discriminator for the different notification types. Shall be
set to "NslIdentifierDeletionNotification" for this notification

type.

An identifier with the intention of being globally unique.

An identifier with the intention of being globally unique.

Date-time stamp. Representation: String formatted
according to IETF RFC 3339.

Description

This type represents a link to a resource.

This type represents a link to a resource.

This type represents a link to a resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Schema

string

string

string

string (date-time)

Schema

1cOpOcc

nslnstance

subscription

Schema

string (url)

Schema

string (url)



Name

href

required

Description Schema

URI of the referenced resource. string (url)

Responses

HTTP
Code

204

400

401

Description

204 No Content The notification was delivered successfully.
Headers :

WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Error: Invalid attribute selector. The response body shall contain a
ProblemDetails structure, in which the "detail" attribute should
convey more information about the error.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Unauthorized If the request contains no access token even though
one is required, or if the request contains an authorization token
that is invalid (e.g. expired or revoked), the API producer should
respond with this response. The details of the error shall be
returned in the WWW-Authenticate HTTP header, as defined in IETF
RFC 6750 and IETF RFC 7235. The ProblemDetails structure may be
provided.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Schema

No Content

Response 400

Response 401



HTTP
Code

403

404

405

406

409

Description

Forbidden If the API consumer is not allowed to perform a
particular request to a particular resource, the API producer shall
respond with this response code. The "ProblemDetails" structure
shall be provided. It should include in the "detail" attribute
information about the source of the problem, and may indicate how
to solve it.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Found If the API producer did not find a current representation
for the resource addressed by the URI passed in the request, or is not
willing to disclose that one exists, it shall respond with this response
code. The "ProblemDetails" structure may be provided, including in
the "detail" attribute information about the source of the problem,
e.g. a wrong resource URI variable.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Method Not Allowed If a particular HTTP method is not supported
for a particular resource, the API producer shall respond with this
response code. The "ProblemDetails" structure may be omitted in
that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Acceptable If the Accept HTTP header does not contain at least
one name of a content type that is acceptable to the API producer,
the API producer shall respond with this response code. The
ProblemDetails structure may be omitted in that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Conflict Another request is in progress that prohibits the fulfilment
of the current request, or the current resource state is inconsistent
with the request.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Schema

Response 403

Response 404

Response 405

Response 406

Response 409



HTTP
Code

416

500

503

Description Schema

Requested Range Not Satisfiable This code is returned if the
requested byte range in the Range HTTP header is not present in the

requested resource. Response 416

Headers :
Content-Type (string) : The MIME type of the body of the response.

Internal Server Error If there is an application error not related to
the client’s input that cannot be easily mapped to any other HTTP
response code ("catch all error"), the API producer shall respond
withthis response code. The ProblemDetails structure shall be
provided, and shall include in the "detail" attribute more
information about the source of the problem.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Service Unavailable If the API producer encounters an internal
overload situation of itself or of a system it relies on, it should
respond with this response code, following the provisions in IETF
RFC 7231 [13] for the use of the Retry-After HTTP header and for the
alternative to refuse the connection. The "ProblemDetails" structure
may be omitted.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Response 400

Name

detail
required

instance
optional

status
required

Description Schema

A human-readable explanation specific to this occurrence

ri
of the problem. string

A URI reference that identifies the specific occurrence of

the problem. It may yield further information if string (URI)

dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

Response 500

Response 503



Name

title
optional

type
optional

Response 401

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string



Name

type
optional

Response 403

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 404

Name

detail
required

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string



Name

instance
optional

status
required

title
optional

type
optional

Response 405

Name

detail
required

instance
optional

status
required

Description

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

Schema

string (URI)

integer

string

string (URI)

Schema

string

string (URI)

integer



Name

title
optional

type
optional

Response 406

Name

detail
required

instance
optional

status
required

title
optional

10

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string



Name

type
optional

Response 409

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 416

Name

detail
required

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string

11



Name

instance
optional

status
required

title
optional

type
optional

Response 500

Name

detail
required

instance
optional

status
required

12

Description

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

Schema

string (URI)

integer

string

string (URI)

Schema

string

string (URI)

integer



Name

title
optional

type
optional

Response 503

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string

13



Name

type
optional

Description Schema

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

Notify about NS lifecycle change

POST /URI_is_provided_by_the_client_when_creating_the_subscription-
NsIdentifierDeletionNotification

Description

The POST method delivers a notification from the server to the client. This method shall support the
URI query parameters, request and response data structures, and response codes, as specified in
the Tables 6.4.18.3.1-1 and 6.4.18.3.1-2.

Parameters

Type Name
Accept

Header .p
required
Authorization

Header .
optional
Content- e

Header . Typ
required
NsIdentifierD
eletionNotific

Body .
ation
required

Description Schema

Content-Types that are acceptable for the

string
response. Reference: IETF RFC 7231
The authorization token for the request. i
Reference: IETF RFC 7235 &
The MIME type of the body of the request.
P y q string

Reference: IETF RFC 7231

A notification about the deletion of a NS NsldentifierDeletion
identifier and the related NS instance resource. Notification

NsldentifierDeletionNotification

Name

Schema

NslIdentifierDeletionNotification

optional

NsIdentifierDeletionNotification

NsldentifierDeletionNotification

14



Name

_links
optional

notificationTy

pe
optional

nsInstanceld
required

subscriptionl
d

required

timestamp
optional

_links

Name

1cOpOcc
optional

nsInstance
required

subscription
optional

IcOpOcc

Name

href
required

nsInstance

Name

href
required

subscription

Description

This type represents the links to resources that a
notification can contain.

Discriminator for the different notification types. Shall be
set to "NsIdentifierDeletionNotification" for this notification

type.

An identifier with the intention of being globally unique.

An identifier with the intention of being globally unique.

Date-time stamp. Representation: String formatted
according to IETF RFC 3339.

Description

This type represents a link to a resource.

This type represents a link to a resource.

This type represents a link to a resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Schema

_links

string

string

string

string (date-time)

Schema

IcOpOcc

nsInstance

subscription

Schema

string (url)

Schema

string (url)

15



Name

href

required

Description Schema

URI of the referenced resource. string (url)

Responses

HTTP
Code

204

400

401

16

Description

204 No Content The notification was delivered successfully.
Headers :

WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Error: Invalid attribute selector. The response body shall contain a
ProblemDetails structure, in which the "detail" attribute should
convey more information about the error.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Unauthorized If the request contains no access token even though
one is required, or if the request contains an authorization token
that is invalid (e.g. expired or revoked), the API producer should
respond with this response. The details of the error shall be
returned in the WWW-Authenticate HTTP header, as defined in IETF
RFC 6750 and IETF RFC 7235. The ProblemDetails structure may be
provided.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Schema

No Content

Response 400

Response 401



HTTP
Code

403

404

405

406

409

Description

Forbidden If the API consumer is not allowed to perform a
particular request to a particular resource, the API producer shall
respond with this response code. The "ProblemDetails" structure
shall be provided. It should include in the "detail" attribute
information about the source of the problem, and may indicate how
to solve it.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Found If the API producer did not find a current representation
for the resource addressed by the URI passed in the request, or is not
willing to disclose that one exists, it shall respond with this response
code. The "ProblemDetails" structure may be provided, including in
the "detail" attribute information about the source of the problem,
e.g. a wrong resource URI variable.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Method Not Allowed If a particular HTTP method is not supported
for a particular resource, the API producer shall respond with this
response code. The "ProblemDetails" structure may be omitted in
that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Acceptable If the Accept HTTP header does not contain at least
one name of a content type that is acceptable to the API producer,
the API producer shall respond with this response code. The
ProblemDetails structure may be omitted in that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Conflict Another request is in progress that prohibits the fulfilment
of the current request, or the current resource state is inconsistent
with the request.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Schema

Response 403

Response 404

Response 405

Response 406

Response 409

17



HTTP
Code

416

500

503

Description Schema

Requested Range Not Satisfiable This code is returned if the
requested byte range in the Range HTTP header is not present in the

requested resource. Response 416

Headers :
Content-Type (string) : The MIME type of the body of the response.

Internal Server Error If there is an application error not related to
the client’s input that cannot be easily mapped to any other HTTP
response code ("catch all error"), the API producer shall respond
withthis response code. The ProblemDetails structure shall be
provided, and shall include in the "detail" attribute more
information about the source of the problem.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Service Unavailable If the API producer encounters an internal
overload situation of itself or of a system it relies on, it should
respond with this response code, following the provisions in IETF
RFC 7231 [13] for the use of the Retry-After HTTP header and for the
alternative to refuse the connection. The "ProblemDetails" structure
may be omitted.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Response 400

Name

detail
required

instance
optional

status
required

18

Description Schema

A human-readable explanation specific to this occurrence

ri
of the problem. string

A URI reference that identifies the specific occurrence of

the problem. It may yield further information if string (URI)

dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

Response 500

Response 503



Name

title
optional

type
optional

Response 401

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string

19



Name

type
optional

Response 403

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 404

Name

detail
required

20

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string



Name

instance
optional

status
required

title
optional

type
optional

Response 405

Name

detail
required

instance
optional

status
required

Description Schema

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the string
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

Description Schema

A human-readable explanation specific to this occurrence strin
of the problem. &
A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.
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Name

title
optional

type
optional

Response 406

Name

detail
required

instance
optional

status
required

title
optional

22

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string



Name

type
optional

Response 409

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 416

Name

detail
required

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string

23



Name

instance
optional

status
required

title
optional

type
optional

Response 500

Name

detail
required

instance
optional

status
required

24

Description

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

Schema

string (URI)

integer

string

string (URI)

Schema

string

string (URI)

integer



Name

title
optional

type
optional

Response 503

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string

25



Name Description Schema

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

type
optional

Test the notification endpoint.

GET /URI_is_provided_by_the_client_when_creating_the_subscription-
NsIdentifierDeletionNotification

Description

Query NS Instances. The GET method queries information about multiple NS instances. This
method shall support the URI query parameters, request and response data structures, and
response codes, as specified in the Tables 6.4.2.3.2-1 and 6.4.2.3.2-2.

Parameters

Type Name Description Schema
Accept Content-Types that are acceptable for the .

Header . string
required response. Reference: IETF RFC 7231
Authorization The authorization token for the request. .

Header ) string
optional Reference: IETF RFC 7235

Responses

HTTP s L.

Code Description Schema

204 No Content The notification endpoint was tested successfully.
The response body shall be empty.
Headers :

204 Www-Authenticate (string) : Challenge if the corresponding HTTP No Content
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

26



HTTP
Code

400

401

403

404

Description

Error: Invalid attribute selector. The response body shall contain a
ProblemDetails structure, in which the "detail" attribute should
convey more information about the error.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Unauthorized If the request contains no access token even though
one is required, or if the request contains an authorization token
that is invalid (e.g. expired or revoked), the API producer should
respond with this response. The details of the error shall be
returned in the WWW-Authenticate HTTP header, as defined in IETF
RFC 6750 and IETF RFC 7235. The ProblemDetails structure may be
provided.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Forbidden If the API consumer is not allowed to perform a
particular request to a particular resource, the API producer shall
respond with this response code. The "ProblemDetails" structure
shall be provided. It should include in the "detail" attribute
information about the source of the problem, and may indicate how
to solve it.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Found If the API producer did not find a current representation
for the resource addressed by the URI passed in the request, or is not
willing to disclose that one exists, it shall respond with this response
code. The "ProblemDetails" structure may be provided, including in
the "detail" attribute information about the source of the problem,
e.g. a wrong resource URI variable.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 400

Response 401

Response 403

Response 404

27



HTTP
Code

405

406

409

416

500

28

Description

Method Not Allowed If a particular HTTP method is not supported
for a particular resource, the API producer shall respond with this
response code. The "ProblemDetails" structure may be omitted in
that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Acceptable If the Accept HTTP header does not contain at least
one name of a content type that is acceptable to the API producer,
the API producer shall respond with this response code. The
ProblemDetails structure may be omitted in that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Conflict Another request is in progress that prohibits the fulfilment
of the current request, or the current resource state is inconsistent
with the request.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Requested Range Not Satisfiable This code is returned if the
requested byte range in the Range HTTP header is not present in the
requested resource.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Internal Server Error If there is an application error not related to
the client’s input that cannot be easily mapped to any other HTTP
response code ("catch all error"), the API producer shall respond
withthis response code. The ProblemDetails structure shall be
provided, and shall include in the "detail" attribute more
information about the source of the problem.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 405

Response 406

Response 409

Response 416

Response 500



HTTP

Code Description Schema
Service Unavailable If the API producer encounters an internal
overload situation of itself or of a system it relies on, it should
respond with this response code, following the provisions in IETF
RFC 7231 [13] for the use of the Retry-After HTTP header and for the

503 ) ) ) Response 503
alternative to refuse the connection. The "ProblemDetails" structure
may be omitted.

Headers :
Content-Type (string) : The MIME type of the body of the response.

Response 400

Name Description Schema

detail A human-readable explanation specific to this occurrence strin

required of the problem. &
instance A URI reference that identifies the specific occurrence of
) the problem. It may yield further information if string (URI)
optional
dereferenced.
The HTTP status code for this occurrence of the problem.
status . .
reduired The HTTP status code ([RFC7231], Section 6) generated by integer
1 the origin server for this occurrence of the problem.
A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

. and other than "about:blank", this attribute shall also be

title . .

optional provided. A short, human-readable summary of the string

4 problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).
A URI reference according to IETF RFC 3986 [5] that

voe identifies the problem type. It is encouraged that the URI

YP. provides human-readable documentation for the problem string (URI)

optional i )

(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Response 401
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Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 403

Name

detail
required

instance
optional

status
required

30

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

Schema

string

string (URI)

integer

string

string (URID)

Schema

string

string (URI)

integer



Name

title
optional

type
optional

Response 404

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string
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Name

type
optional

Response 405

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 406

Name

detail
required

32

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string



Name

instance
optional

status
required

title
optional

type
optional

Response 409

Name

detail
required

instance
optional

status
required

Description Schema

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the string
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

Description Schema

A human-readable explanation specific to this occurrence strin
of the problem. &
A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.
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Name

title
optional

type
optional

Response 416

Name

detail
required

instance
optional

status
required

title
optional

34

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string



Name

type
optional

Response 500

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 503

Name

detail
required

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string
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Name Description Schema

A URI reference that identifies the specific occurrence of

instance
) the problem. It may yield further information if string (URI)
optional
dereferenced.
status The HTTP status code for this occurrence of the problem.
] The HTTP status code ([RFC7231], Section 6) generated by integer
required . .
the origin server for this occurrence of the problem.
A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
. and other than "about:blank", this attribute shall also be
title . .
optional provided. A short, human-readable summary of the string
P problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).
A URI reference according to IETF RFC 3986 [5] that
A identifies the problem type. It is encouraged that the URI
OS;It)ional provides human-readable documentation for the problem string (URI)

(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Notify about NS lifecycle change

POST /URI_is_provided_by_the_client_when_creating_the_subscription-
NsLcmOperationOccurrenceNotification

Description

The POST method delivers a notification from the server to the client. This method shall support the
URI query parameters, request and response data structures, and response codes, as specified in
the Tables 6.4.18.3.1-1 and 6.4.18.3.1-2.

Parameters

Type Name Description Schema
Accept Content-Types that are acceptable for the .

Header . string
required response. Reference: IETF RFC 7231
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Type Name Description Schema
Authorization The authorization token for the request. .
Header ) string
optional Reference: IETF RFC 7235
Content-Type The MIME type of the body of the request.
Header . Typ P y q string
required Reference: IETF RFC 7231
NsLcmOperati
Body onOccurrence A notification about lifecycle changes triggered NsLcmOperationOcc

Notification by a NS LCM. operation occurrence.

required

NsLcmOperationOccurrenceNotification

Name

Schema

NsLcmOperationOccurrenceNotificati

on
optional

urrenceNotification

NsLcmOperationOccurrenceNotification

NsLcmOperationOccurrenceNotification

Name

_links
optional

affectedNs
optional

affectedPnf
optional

affectedSap
optional

Description

This type represents the links to resources that a
notification can contain.

Information about the SAP instances that were affected
during the lifecycle operation. See note.

This type provides information about added, deleted and
modified PNFs. It shall comply with the provisions in Table
6.5.3.3-1.

The enumeration NsLcmOpType represents those lifecycle
operations that trigger a NS lifecycle management
operation occurrence notification. Value | Description
——|—— INSTANTIATE | Represents the "Instantiate
NS" LCM operation. SCALE | Represents the "Scale NS" LCM
operation. UPDATE | Represents the "Update NS" LCM
operation. TERMINATE | Represents the "Terminate NS"
LCM operation. HEAL | Represents the "Heal NS" LCM
operation.

Schema

_links

< affectedNs > array

affectedPnf

enum
(INSTANTIATE,
SCALE, UPDATE,
TERMINATE, HEAL)
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Name

affectedVl
optional

affectedVnf
optional

affectedVnffg
optional

error
optional

id
required

isAutomaticIn
vocation
optional

notificationSt
atus
optional

notificationTy

pe
optional

38

Description

Information about the VL instances that were affected
during the lifecycle operation.

This type provides information about added, deleted and
modified VNFs. It shall comply with the provisions in Table
6.5.3.2-1.

Information about the VNFFG instances that were affected
during the lifecycle operation.

The definition of the general "ProblemDetails" data
structure from IETF RFC 7807 [19] is reproduced inthis
structure. Compared to the general framework defined in
IETF RFC 7807 [19], the "status" and "detail" attributes are
mandated to be included by the present document, to
ensure that the response contains additional textual
information about an error. IETF RFC 7807 [19] foresees
extensibility of the "ProblemDetails" type. It is possible that
particular APIs in the present document, or particular
implementations, define extensions to define additional
attributes that provide more information about the error.
The description column only provides some explanation of
the meaning to Facilitate understanding of the design. For a
full description, see IETF RFC 7807 [19].

An identifier with the intention of being globally unique.

Set to true if this NS LCM operation occurrence has been
automatically triggered by the NFVO. This occurs in case of
auto-scaling, auto-healing and when a nested NS is
modified as a result of an operation on its composite NS. Set
to false otherwise.

Indicates whether this notification reports about the start
of a NS lifecycle operation or the result of a NS lifecycle
operation. Permitted values: - START: Informs about the
start of the NS LCM operation occurrence. - RESULT:
Informs about the final or intermediate result of the NS
LCM operation occurrence.

Discriminator for the different notification types. Shall be
set to "NsLcmOperationOccurrenceNotification” for this
notification type.

Schema

< affectedVI > array

affectedVnf

< affectedVnffg >

array

error

string

boolean

enum
RESULT)

string

(START,



Name

nsInstanceld
required

nsLecmOpOccl
d
required

operation
optional

operationStat
e
optional

subscriptionl
d
required

timestamp
optional

_links

Description

An identifier with the intention of being globally unique.

An identifier with the intention of being globally unique.

The enumeration NsLcmOpType represents those lifecycle
operations that trigger a NS lifecycle management
operation occurrence notification. Value | Description
——|————— INSTANTIATE | Represents the "Instantiate
NS" LCM operation. SCALE | Represents the "Scale NS" LCM
operation. UPDATE | Represents the "Update NS" LCM
operation. TERMINATE | Represents the "Terminate NS"
LCM operation. HEAL | Represents the "Heal NS" LCM
operation.

The enumeration NsLcmOperationStateType shall comply
with the provisions defined in Table 6.5.4.4-1. Value |
Description ——|——— PROCESSING | The LCM
operation is currently in execution. COMPLETED | The LCM
operation has been completed successfully.
PARTIALLY COMPLETED | The LCM operation has been
partially completed with accepTable errors. FAILED_TEMP
| The LCM operation has failed and execution has stopped,
but the execution of the operation is not considered to be
closed. FAILED | The LCM operation has failed and it
cannot be retried or rolled back, as it is determined that
such action won’t succeed. OLLING_BACK | The LCM
operation is currently being rolled back. ROLLED_BACK |
The LCM operation has been successfully rolled back, i.e.
The state of the VNF prior to the original operation
invocation has been restored as closely as possible.

An identifier with the intention of being globally unique.

Date-time stamp. Representation: String formatted
according to IETF RFC 33309.

Schema

string

string

enum
(INSTANTIATE,

SCALE, UPDATE,
TERMINATE, HEAL)

enum (PROCESSING,

COMPLETED,
FAILED_TEMP,
FAILED,
ROLLING_BACK,
ROLLED_BACK)

string

string (date-time)
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Name

1cOpOcc
optional

nsInstance
required

subscription
optional

lcOpOcc

Name

href
required

nsIlnstance

Name

href
required

subscription

Name

href
required

affectedNs

Name

changeResult

optional

changeType
optional

sapInstanceld

required

40

Description

This type represents a link to a resource.

This type represents a link to a resource.

This type represents a link to a resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Description

Signals the result of change identified by the "changeType"
attribute. Permitted values: - COMPLETED - ROLLED_ BACK -

FAILED

Signals the type of lifecycle change. Permitted values: - ADD

- REMOVE - MODIFY

An identifier with the intention of being globally unique.

Schema

1cOpOcc

nsinstance

subscription

Schema

string (url)

Schema

string (url)

Schema

string (url)

Schema

enum (COMPLETED,
ROLLED_BACK,
FAILED)

enum (ADD,
REMOVE, MODIFY)

string



Name

sapName
optional

sapdId
required

affectedPnf

Name

changeResult
optional

changeType
optional

cpInstanceld
required

pnfld
required

pnfName
optional

pnfProfileld
required

pnfdld
required

affectedVl

Name

changeType
required

Description

Human readable name for the SAP.

An identifier with the intention of being globally unique.

Description

Signals the result of change identified by the "changeType"

attribute. Permitted values: - COMPLETED - ROLLED BACK -

FAILED

Signals the type of change. Permitted values: - ADD -

REMOVE - MODIFY

Identifier of the CP in the scope of the PNF.

An identifier with the intention of being globally unique.

Name of the PNF.

An identifier that is unique within a NS descriptor.

Representation: string of variable length.

An identifier that is unique within a NS descriptor.

Representation: string of variable length.

Description

Signals the type of change. Permitted values: * ADDED *

REMOVED *
LINK_PORT_ADDED
temporary resource,

MODIFIED
LINK PORT REMOVED For
an AffectedVirtualLink structure

ES

%

TEMPORARY

exists as long as the temporary resource exists.

*

a

Schema

string

string

Schema

enum (COMPLETED,
ROLLED_BACK,
FAILED)

enum (ADD,
REMOVE, MODIFY)

< string > array

string

string

string

string

Schema

enum
REMOVED,
MODIFIED,
TEMPORARY,
LINK_PORT_ADDED,
LINK_PORT_REMOV
ED)

(ADDED,
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Name

Description Schema

id An identifier that is unique for the respective type within a strin
required VNF instance, but may not be globally unique. &
This type represents a list of key-value pairs. The order of
metadata the pairs in the list is not significant. In JSON, a set of key- obiect
optional value pairs is represented as an object. It shall comply with )
the provisions defined in clause 4 of IETF RFC 7159.
networkResou This type represents the information that allows addressing
rce a virtualised resource that is used by a VNF instance. networkResource
required Information about the resource is available from the VIM.
virtualLinkDe
Identifier of the VNF Virtual Link Descriptor (VLD) in the .
scld string
_ VNED.
required
networkResource
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . s .
) provider. It is expected to be unique within the VIM string
required )
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource _ .
urceType . string
) provider.
optional
affectedVnf
Name Description Schema
chaneeResult Signals the result of change identified by the "changeType" enum (COMPLETED,
Optioial attribute. Permitted values: - COMPLETED - ROLLED_BACK - ROLLED_BACK,
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Name

changeType
optional

changedInfo
optional

vnfInstanceld
required

vnfName
optional

vnfProfileld
required

vnfdIld
required

changedInfo

Name

changedExtCo
nnectivity
optional

Description

Signals the type of change Permitted values: - ADD -
REMOVE - INSTANTIATE - TERMINATE - SCALE -
CHANGE_FLAVOUR - HEAL - OPERATE -
MODIFY_INFORMATION -
CHANGE_EXTERNAL_VNF_CONNECTIVITY

Information about the changed VNF instance information,
including VNF configurable properties,if applicable. When
the "changedInfo" attribute 1is present, either the

"changedVnfInfo" attribute or the
"changedExtConnectivity" attribute or both shall be
present.

An identifier with the intention of being globally unique.
Name of the VNF Instance.

An identifier that is unique within a NS descriptor.
Representation: string of variable length.

An identifier with the intention of being globally unique.
Description

Schema

enum
REMOVE,
INSTANTIATE,
TERMINATE, SCALE,
CHANGE_FLAVOUR,

(ADD,

HEAL, OPERATE,
MODIFY_INFORMAT
ION,

CHANGE_EXTERNAL
_VNF_CONNECTIVIT
Y)

changedInfo

string

string

string

string

Schema

changedExtConnecti
vity
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Name

changedVnfIn
fo
optional

Description Schema

This type represents the information that is requested to be

modified for a VNF instance. The information to be

modified shall comply with the associated NSD. EXAMPLE.

The vnfPkgld attribute value for a particular VNF instance changedVnfInfo
can only be updated with a value that matches the

identifier value of a VNF package whose vnfdId is present

in the associated profile of the NSD.

changedExtConnectivity

Name

extLinkPorts
optional

id
required

resourceHand
le
required

extLinkPorts

Name

cpInstanceld
optional

id
required

resourceHand
le
required

resourceHandle

Name

resourceld
required
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Description Schema

< extLinkPorts

Link ports of this VL.
array

An identifier with the intention of being globally unique. string

This type represents the information that allows addressing
a virtualised resource that is used by a VNF instance. resourceHandle
Information about the resource is available from the VIM.

Description Schema
An identifier that is unique for the respective type within a strin
VNF instance, but may not be globally unique. &
An identifier with the intention of being globally unique. string

This type represents the information that allows addressing
a virtualised resource that is used by a VNF instance. resourceHandle
Information about the resource is available from the VIM.

Description Schema

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM string
instance.

>



Name Description Schema

resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso .
Type of the resource in the scope of the VIM or the resource .
urceType . string
. provider.
optional
resourceHandle
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required )
instance.
resourceProvi
derId An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource _ .
urceType . string
i provider.
optional
changedVnfInfo
Name Description Schema
This type represents a list of key-value pairs. The order of
Extensions the pairs in the list is not significant. In JSON, a set of key- obiect
optional value pairs is represented as an object. It shall comply with )

the provisions defined in clause 4 of IETF RFC 7159.
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Name Description Schema

This type represents a list of key-value pairs. The order of
Metadata the pairs in the list is not significant. In JSON, a set of key-
optional value pairs is represented as an object. It shall comply with
the provisions defined in clause 4 of IETF RFC 7159.

object

This type represents a list of key-value pairs. The order of

vnfConfigura . . o
) the pairs in the list is not significant. In JSON, a set of key- _ .
bleProperties . ) .. object
) value pairs is represented as an object. It shall comply with
optional . i )
the provisions defined in clause 4 of IETF RFC 7159.
vnfInstanceDe . : .
. New value of the "vnfInstanceDescription" attribute in |
scription . e : string
. Vnflnstance", or "null" to remove the attribute.
optional
vnfInstanceld
) An identifier with the intention of being globally unique. string
required
vnfInstanceN

New value of the "vnfInstanceName" attribute in .
ame mw n " n . Strlng
VnfInstance", or "null" to remove the attribute.

optional
vnfPkgld

) 5 An identifier with the intention of being globally unique. string
optional
affectedVnffg
Name Description Schema

Signals the result of change identified by the "changeType" enum (COMPLETED,

changeResult ) }
optional attribute. Permitted values: - COMPLETED - ROLLED_BACK - ROLLED_BACK,

p FAILED FAILED)
changeType  Signals the type of change. Permitted values: - ADD - enum (ADD,
optional DELETE - MODIFY DELETE, MODIFY)
vnffgInstance
1d & An identifier that is unique with respect to a NS. strin

) Representation: string of variable length. 8
required
vnffgdld An identifier that is unique within a NS descriptor. .,
required Representation: string of variable length. &
error
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Name Description Schema
detail A human-readable explanation specific to this occurrence )
; string
required of the problem.
. A URI reference that identifies the specific occurrence of
instance . . . . .
. the problem. It may vyield further information if string (URI)
optional
dereferenced.
The HTTP status code for this occurrence of the problem.
status . .
required The HTTP status code ([RFC7231], Section 6) generated by integer
1 the origin server for this occurrence of the problem.
A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
title and other than "about:blank", this attribute shall also be
optiondl provided. A short, human-readable summary of the string
P problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).
A URI reference according to IETF RFC 3986 [5] that
tvoe identifies the problem type. It is encouraged that the URI
oyrt)ional provides human-readable documentation for the problem string (URI)
p (e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".
Responses
HTTP o L.
Code Description Schema
204 No Content The notification was delivered successfully.
Headers :
WWW-Authenticate (string) : Challenge if the corresponding HTTP
204 No Content

request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.
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HTTP
Code

400

401

403

404
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Description

Error: Invalid attribute selector. The response body shall contain a
ProblemDetails structure, in which the "detail" attribute should
convey more information about the error.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Unauthorized If the request contains no access token even though
one is required, or if the request contains an authorization token
that is invalid (e.g. expired or revoked), the API producer should
respond with this response. The details of the error shall be
returned in the WWW-Authenticate HTTP header, as defined in IETF
RFC 6750 and IETF RFC 7235. The ProblemDetails structure may be
provided.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Forbidden If the API consumer is not allowed to perform a
particular request to a particular resource, the API producer shall
respond with this response code. The "ProblemDetails" structure
shall be provided. It should include in the "detail" attribute
information about the source of the problem, and may indicate how
to solve it.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Found If the API producer did not find a current representation
for the resource addressed by the URI passed in the request, or is not
willing to disclose that one exists, it shall respond with this response
code. The "ProblemDetails" structure may be provided, including in
the "detail" attribute information about the source of the problem,
e.g. a wrong resource URI variable.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 400

Response 401

Response 403

Response 404



HTTP
Code

405

406

409

416

500

Description

Method Not Allowed If a particular HTTP method is not supported
for a particular resource, the API producer shall respond with this
response code. The "ProblemDetails" structure may be omitted in
that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Acceptable If the Accept HTTP header does not contain at least
one name of a content type that is acceptable to the API producer,
the API producer shall respond with this response code. The
ProblemDetails structure may be omitted in that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Conflict Another request is in progress that prohibits the fulfilment
of the current request, or the current resource state is inconsistent
with the request.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Requested Range Not Satisfiable This code is returned if the
requested byte range in the Range HTTP header is not present in the
requested resource.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Internal Server Error If there is an application error not related to
the client’s input that cannot be easily mapped to any other HTTP
response code ("catch all error"), the API producer shall respond
withthis response code. The ProblemDetails structure shall be
provided, and shall include in the "detail" attribute more
information about the source of the problem.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 405

Response 406

Response 409

Response 416

Response 500
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HTTP

Code Description Schema
Service Unavailable If the API producer encounters an internal
overload situation of itself or of a system it relies on, it should
respond with this response code, following the provisions in IETF
RFC 7231 [13] for the use of the Retry-After HTTP header and for the

503 ) ) ) Response 503
alternative to refuse the connection. The "ProblemDetails" structure
may be omitted.

Headers :
Content-Type (string) : The MIME type of the body of the response.

Response 400

Name Description Schema

detail A human-readable explanation specific to this occurrence strin

required of the problem. &
instance A URI reference that identifies the specific occurrence of
) the problem. It may yield further information if string (URI)
optional
dereferenced.
The HTTP status code for this occurrence of the problem.
status . .
reduired The HTTP status code ([RFC7231], Section 6) generated by integer
1 the origin server for this occurrence of the problem.
A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

. and other than "about:blank", this attribute shall also be

title . .

optional provided. A short, human-readable summary of the string

4 problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).
A URI reference according to IETF RFC 3986 [5] that

voe identifies the problem type. It is encouraged that the URI

YP. provides human-readable documentation for the problem string (URI)

optional i )

(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Response 401
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Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 403

Name

detail
required

instance
optional

status
required

Description Schema

A human-readable explanation specific to this occurrence )
string

of the problem.

A URI reference that identifies the specific occurrence of

the problem. It may vyield further information if string (URI)

dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the string
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

Description Schema

A human-readable explanation specific to this occurrence .
string

of the problem.

A URI reference that identifies the specific occurrence of

the problem. It may yield further information if string (URI)

dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.
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Name

title
optional

type
optional

Response 404

Name

detail
required

instance
optional

status
required

title
optional
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Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string



Name

type
optional

Response 405

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 406

Name

detail
required

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string
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Name

instance
optional

status
required

title
optional

type
optional

Response 409

Name

detail
required

instance
optional

status
required
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Description

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

Schema

string (URI)

integer

string

string (URI)

Schema

string

string (URI)

integer



Name

title
optional

type
optional

Response 416

Name

detail
required

instance
optional

status
required

title
optional

Description

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

string

string (URI)

Schema

string

string (URI)

integer

string
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Name

type
optional

Response 500

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 503

Name

detail
required

56

Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

Schema

string (URI)

Schema

string

string (URI)

integer

string

string (URID)

Schema

string



Name

instance
optional

status
required

title
optional

type
optional

Description Schema

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by integer
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given

and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the string
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that

identifies the problem type. It is encouraged that the URI

provides human-readable documentation for the problem string (URI)
(e.g. using HTML) when dereferenced. When this member

is not present, its value is assumed to be "about:blank".

Create a NS instance resource.

POST /ns_instances

Description

The POST method creates a new NS instance resource.

Parameters
Type Name Description Schema
Accept Content-Types that are acceptable for the .
Header . string
required response. Reference: IETF RFC 7231
Authorization The authorization token for the request. .
Header string

optional Reference: IETF RFC 7235
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Type Name Description Schema
Content-Type The MIME type of the body of the request.
Header . Typ P Y q string
required Reference: IETF RFC 7231
body
Bod bod
y required y
body
Name Schema
CreateNsRequest
) CreateNsRequest
required
CreateNsRequest
Name Description Schema
nsDescription Human-readable description of the NS instance to be strin
required created. &
nsName . .
. Human-readable name of the NS instance to be created. string
required
nsdld . . . . . . . .
) An identifier with the intention of being globally unique. string
required
Responses
HTTP o L.
Code Description Schema

201
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201 Created A NS Instance identifier was created successfully. The
response body shall contain a representation of the created NS
instance, as defined in clause 6.5.2.8. The HTTP response shall
include a "Location” HTTP header that contains the resource URI of
the created NS instance.

Headers :

Content-Type (string) : The MIME type of the body of the Response 201
response.This header field shall be present if the response has a
non-empty message body.

WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.



HTTP
Code

400

401

403

404

Description

Error: Invalid attribute selector. The response body shall contain a
ProblemDetails structure, in which the "detail" attribute should
convey more information about the error.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Unauthorized If the request contains no access token even though
one is required, or if the request contains an authorization token
that is invalid (e.g. expired or revoked), the API producer should
respond with this response. The details of the error shall be
returned in the WWW-Authenticate HTTP header, as defined in IETF
RFC 6750 and IETF RFC 7235. The ProblemDetails structure may be
provided.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Forbidden If the API consumer is not allowed to perform a
particular request to a particular resource, the API producer shall
respond with this response code. The "ProblemDetails" structure
shall be provided. It should include in the "detail" attribute
information about the source of the problem, and may indicate how
to solve it.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Found If the API producer did not find a current representation
for the resource addressed by the URI passed in the request, or is not
willing to disclose that one exists, it shall respond with this response
code. The "ProblemDetails" structure may be provided, including in
the "detail" attribute information about the source of the problem,
e.g. a wrong resource URI variable.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 400

Response 401

Response 403

Response 404
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HTTP
Code

405

406

409

416

500
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Description

Method Not Allowed If a particular HTTP method is not supported
for a particular resource, the API producer shall respond with this
response code. The "ProblemDetails" structure may be omitted in
that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Not Acceptable If the Accept HTTP header does not contain at least
one name of a content type that is acceptable to the API producer,
the API producer shall respond with this response code. The
ProblemDetails structure may be omitted in that case.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Conflict Another request is in progress that prohibits the fulfilment
of the current request, or the current resource state is inconsistent
with the request.

Headers :

Content-Type (string) : The MIME type of the body of the response.
WWwW-Authenticate (string) : Challenge if the corresponding HTTP
request has not provided authorization, or error details if the
corresponding HTTP request has provided an invalid authorization
token.

Requested Range Not Satisfiable This code is returned if the
requested byte range in the Range HTTP header is not present in the
requested resource.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Internal Server Error If there is an application error not related to
the client’s input that cannot be easily mapped to any other HTTP
response code ("catch all error"), the API producer shall respond
withthis response code. The ProblemDetails structure shall be
provided, and shall include in the "detail" attribute more
information about the source of the problem.

Headers :

Content-Type (string) : The MIME type of the body of the response.

Schema

Response 405

Response 406

Response 409

Response 416

Response 500



HTTP

Code Description Schema
Service Unavailable If the API producer encounters an internal
overload situation of itself or of a system it relies on, it should
respond with this response code, following the provisions in IETF
RFC 7231 [13] for the use of the Retry-After HTTP header and for the
503 ) ) ) Response 503
alternative to refuse the connection. The "ProblemDetails" structure
may be omitted.
Headers :
Content-Type (string) : The MIME type of the body of the response.
Response 201
Name Description Schema
NsInstance This type represents a response for Query NS operation. It NsInstance
optional shall comply with the provisions defined in Table 6.5.2.10-1.
NsInstance
Name Description Schema
links
- Links to resources related to this resource. _links
optional
additional Affi <
) ) Information on the additional affinity or anti-affinity rule » .
nityOrAntiAff i . . . ... additionalAffinityOr
.. from NS instantiation operation. Shall not conflict with e
inityRule e o AntiAffinityRule >
; rules already specified in the NSD.
optional array
flavourld An identifier that is unique within a NS descriptor. strin
optional Representation: string of variable length. &
id . - . . . . . .
. An identifier with the intention of being globally unique. string
required
nestedNsInsta
nceld Identifier of the nested NS(s) of the NS instance. < string > array
optional
nsinstanceDes
cription Human readable description of the NS instance. string
required
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Name

nsInstanceNa
me
required

nsScaleStatus
optional

nsState
required

nsdld

required

nsdInfold
required

pnfInfo
optional

sapInfo
optional

virtualLinkInf
0
optional

vnfInstance
optional

vnffgInfo
optional

_links

Name

heal
optional
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Description

Human readable name of the NS instance.

Status of each NS scaling aspect declared in the applicable
DF, how "big" the NS instance has been scaled w.r.t. that
aspect. This attribute shall be present if the nsState
attribute value is INSTANTIATED.

The state of the NS instance. Permitted values:
NOT_INSTANTIATED: The NS instance is terminated or not
instantiated. INSTANTIATED: The NS instance is
instantiated.

An identifier with the intention of being globally unique.

An identifier with the intention of being globally unique.

Information on the PNF(s) that are part of the NS instance.

Information on the SAP(s) of the NS instance.

Information on the VL(s) of the NS instance. This attribute
shall be present if the nsState attribute value is
INSTANTIATED and if the NS instance has specified
connectivity.

Information on constituent VNF(s) of the NS instance.

Information on the VNFFG(s) of the NS instance.

Description

This type represents a link to a resource.

Schema

string

< nsScaleStatus
array

enum
(NOT_INSTANTIATE
D, INSTANTIATED)

string

string

< pnfInfo > array

< saplInfo > array

< virtualLinkInfo
array

< vnflnstance
array

< vnffginfo > array

Schema

heal

>

>

>



Name Description
instantiate ) )
) This type represents a link to a resource.
optional
nestedNsInsta
nces Links to resources related to this notification.
optional
scale . .
) This type represents a link to a resource.
optional
self . .
) This type represents a link to a resource.
required
terminate ) )
) This type represents a link to a resource.
optional
update . .
. This type represents a link to a resource.
optional
heal
Name Description
href
) URI of the referenced resource.
required
instantiate
Name Description
href
) URI of the referenced resource.
required
nestedNsInstances
Name Description
href
) URI of the referenced resource.
required
scale

Schema

instantiate

< nestedNsInstances
> array

scale

self

terminate

update

Schema

string (url)

Schema

string (url)

Schema

string (url)
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Name

href
required

self

Name

href
required

terminate

Name

href
required

update

Name

href
required

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

Description

URI of the referenced resource.

additionalAffinityOrAntiAffinityRule

Name

affinityOrAnti

Affiinty
required

scope
required

vnfInstanceld

optional
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Description

The type of the constraint. Permitted values: AFFINITY
ANTI_AFFINITY.

Specifies the scope of the rule where the placement
constraint applies. Permitted values: NFVI_POP ZONE
ZONE_GROUP NFVI_NODE.

Reference to the existing VNF instance as the subject of the
affinity or anti-affinity rule. The existing VNF instance is
not necessary as a part of the NS to be instantiated.

Schema

string (url)

Schema

string (url)

Schema

string (url)

Schema

string (url)

Schema

enum (AFFINITY,
ANTI_AFFINITY)

enum (NFVI_POP,
ZONE, ZONE_GROUP,
NFVI_NODE)

< string > array



Name

vnfProfileld
optional

vnfdld
optional

nsScaleStatus

Name

nsScaleLevell

d
required

nsScalingAspe

ctld
required

pnfinfo

Name

cplnfo
optional

pnfld
required

pnfName
optional

pnfProfileld
required

Description Schema

Reference to a vnfProfile defined in the NSD. At least one
VnfProfile which is used to instantiate VNF for the NS to be
instantiated as the subject of the affinity or anti-affinity
rule shall be present. When the VnfProfile which is not
used to instantiate VNF, it presents all VNF instances of this
type as the subjects of the affinity or anti-affinity rule. The
VNF instance which the VnfProfile presents is not
necessary as a part of the NS to be instantiated.

< string > array

Reference to a VNFD. When the VNFD which is not used to

instantiate VNF, it presents all VNF instances of this type as

the subjects of the affinity or anti-affinity rule. The VNF < string > array
instance which the VNFD presents is not necessary as a

part of the NS to be instantiated.

Description Schema

An identifier that is unique within a NS descriptor.

. . . strin
Representation: string of variable length. &

An identifier that is unique within a NS descriptor.

. . . strin
Representation: string of variable length. &

Description Schema

This type represents the information about the external CP
of the PNF. It shall comply with the provisions defined in cpInfo
Table 6.5.3.17-1.

An identifier with the intention of being globally unique. string

Name of the PNF. string

An identifier that is unique within a NS descriptor. )
string

Representation: string of variable length.
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Name

pnfdld
required

pnfdinfold
required

cplnfo

Name

cplnstanceld
required

cpProtocolDat
a
optional

cpdld
required

cpProtocolData

Name

ipOverEthern
et
optional

layerProtocol Identifier of layer(s) and protocol(s). Permitted values:

required

ipOverEthernet

Name

ipAddresses
optional

macAddress
optional
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Description

An identifier with the intention of being globally unique.

An identifier with the intention of being globally unique.

Description

Identifier of the CP in the scope of the PNF.

Parameters for configuring the network protocols on the

CP.

An identifier that is unique within a NS descriptor.
Representation: string of variable length.

Description

This type represents network address data for IP over

Ethernet.

IP_OVER_ETHERNET.

Description

List of IP addresses to assign to the CP instance. Each entry
represents IP address data for fixed or dynamic IP address
assignment per subnet. If this attribute is not present, no IP
address shall be assigned.

A MAC address. Representation: string that consists of

Schema

string

string

Schema

string

< cpProtocolData >
array

string

Schema

ipOverEthernet

enum
(IP_OVER_ETHERNE
T)

Schema

< ipAddresses >
array

groups of two hexadecimal digits, separated by hyphens or string (MAC)

colons.



ipAddresses

Name

addressRange
optional

fixedAddresse
S
optional

numDynamic
Addresses
optional

subnetld
optional

type
required

addressRange

Name

maxAddress
required

minAddress
required

sapInfo

Name

description
optional

Description

An IP address range to be used, e.g. in case of egress
connections. In case this attribute is present, IP addresses
from the range will be used.

Fixed addresses to assign (from the subnet defined by
"subnetld" if provided). Exactly one of "fixedAddresses",
"numDynamicAddresses” or "ipAddressRange" shall be
present.

Number of dynamic addresses to assign (from the subnet
defined by "subnetld" if provided). Exactly one of
"fixedAddresses", "numDynamicAddresses” or
"ipAddressRange" shall be present.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses. Permitted values: IPV4, IPV6.

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Description

Human readable description for the SAP instance.

Schema

addressRange

< string (IP) > array

integer

string

enum (IPV4, IPV6)

Schema

string (IP)

string (IP)

Schema

string



Name Description Schema

id An identifier that is unique with respect to a NS. strin
required Representation: string of variable length. &
sapName . .

. Human readable name for the SAP instance. string
required
sapProtocolIn

) . ) < sapProtocollnfo >

fo Network protocol information for this SAP. arra
required 7
sapdId An identifier that is unique within a NS descriptor. strin
required Representation: string of variable length. &
sapProtocolInfo
Name Description Schema
ipOverEthern This type represents information about a network address
et that has been assigned. It shall comply with the provisions ipOverEthernet

required defined in Table 6.5.3.18-1.

The identifier of layer(s) and protocol(s) associated to the enum

layerProtocol . : )

required network address information. Permitted values: (IP_ OVER_ETHERNE
1 IP_OVER_ETHERNET See note. T)

ipOverEthernet

Name Description Schema

addressRange An IP address range used, e.g. in case of egress connections.

. addressRange
required See note.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers

addresses . . .
required separated by dots, each integer ranging from 0 to 255. In string (IP)
g case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.
Addresses assigned to the CP instance. Each ent
ipAddresses & ) : i Y ipAddresses >
) represents IP addresses assigned by fixed or dynamic IP
required array

address assignment per subnet.
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Name
isDynamic

optional

macAddress
required

maxAddress
optional

minAddress
optional

subnetld
required

type
optional

addressRange

Name

maxAddress
required

minAddress
required

Description

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be
present if "addresses" is present and shall be absent
otherwise.

A MAC address. Representation: string that consists of
groups of two hexadecimal digits, separated by hyphens or
colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Schema

boolean

string (MAC)

string (IP)

string (IP)

string

enum (PV4, PV6)

Schema

string (IP)

string (IP)
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ipAddresses

Name

addressRange
optional

addresses
optional

isDynamic
optional

subnetld
optional

type
required

addressRange

Name

maxAddress
required

minAddress
required

virtualLinkInfo
Name

id
required
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Description

An IP address range used, e.g., in case of egress
connections. Exactly one of "addresses" or "addressRange"
shall be present.

Fixed addresses assigned (from the subnet defined by
"subnetld" if provided).

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be
present if "addresses" is present and shall be absent
otherwise.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses. Permitted values: IPV4, IPVG6.

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Description

An identifier that is unique with respect to a NS.
Representation: string of variable length.

Schema

addressRange

< string (IP) > array

boolean

string

enum (IPV4, IPV6)

Schema

string (IP)

string (IP)

Schema

string



Name

linkPort
optional

nsVirtualLink
Descld
required

resourceHand
le
optional

linkPort

Name
id
required

nsCpHandle
optional

resourceHand
le
required

nsCpHandle

Name

nsInstanceld
optional

nsSaplInstance
Id
optional

pnfExtCplInsta
nceld
optional

Description Schema

Link ports of the VL instance. Cardinality of zero indicates

: <linkPort > arra
that no port has yet been created for the VL instance. y

An identifier that is unique within a NS descriptor.

. . . strin
Representation: string of variable length. &

Identifier(s) of the virtualised network resource(s) realizing < resourceHandle >

the VL instance. See note. array
Description Schema
An identifier with the intention of being globally unique. string

Identifier of the CP/SAP instance to be connected to this link
port. The value refers to a vnfExtCpInfo item in the
VnfInstance, or a pnfExtCpInfo item in the PnfInfo, or a
sapInfo item in the NS instance. There shall be at most one
link port associated with any connection point instance.

nsCpHandle
array

This type represents the information that allows addressing
a virtualised resource that is used by a VNF instance. resourceHandle
Information about the resource is available from the VIM.

Description Schema

An identifier with the intention of being globally unique. string

An identifier that is unique with respect to a NS.

. . . strin
Representation: string of variable length. &

Identifier of the CP in the scope of the PNF. string

>
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Name Description Schema

nfInfold
p ) An identifier with the intention of being globally unique. string
optional
vnfExtCplInsta . o . . . oy
neeld p An identifier that is unique for the respective type within a strin
. VNF instance, but may not be globally unique. &
optional
vnfInstanceld
) An identifier with the intention of being globally unique. string
optional
resourceHandle
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource .
urceType . string
. provider.
optional
resourceHandle
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
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Name
vimConnectio

nld
required

vimLevelReso

urceType
optional

vnfInstance

Name

extensions
optional

id
required

instantiatedV
nfinfo
optional

instantiationS
tate
required

metadata
optional

vimId
optional

vnfConfigura
bleProperties
optional

vnfInstanceDe
scription
optional

Description

An identifier with the intention of being globally unique.

Type of the resource in the scope of the VIM or the resource
provider.

Description

This type represents a list of key-value pairs. The order of
the pairs in the list is not significant. In JSON, a set of key-
value pairs is represented as an object. It shall comply with
the provisions defined in clause 4 of IETF RFC 7159.

An identifier with the intention of being globally unique.

Information specific to an instantiated VNF instance. This
attribute shall be present if the instantiateState attribute
value is INSTANTIATED.

The instantiation state of the VNF.

This type represents a list of key-value pairs. The order of
the pairs in the list is not significant. In JSON, a set of key-
value pairs is represented as an object. It shall comply with
the provisions defined in clause 4 of IETF RFC 7159.

An identifier with the intention of being globally unique.

This type represents a list of key-value pairs. The order of
the pairs in the list is not significant. In JSON, a set of key-
value pairs is represented as an object. It shall comply with
the provisions defined in clause 4 of IETF RFC 7159.

Human-readable description of the VNF instance. This
attribute can be modified with the PATCH method.

Schema

string

string

Schema

object

string

instantiatedVnfInfo

enum

(NOT_INSTANTIATE

D, INSTANTIATED)

object

string

object

string
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Name Description
vnfInstanceN
Name of the VNF instance. This attribute can be modified
ame .
. with the PATCH method.
optional
vnfPkgld
) 5 An identifier with the intention of being globally unique.
required
vnfProductNa
me Name to identify the VNF Product. The value is copied from
. the VNFD.
required
vnfProvider Provider of the VNF and the VNFD. The value is copied
required from the VNFD.
vnfSoftwareV
ersion A Version.
required
vnfdld
) An identifier with the intention of being globally unique.
required
vnfdVersion .
) A Version.
required
instantiatedVnfInfo
Name Description
extCplInfo Information about the external CPs exposed by the VNF
optional instance.
extManagedVi
rtualLinkInfo External virtual links the VNF instance is connected to.
optional
extVirtualLin ) . )
KInfo Information about the external VLs the VNF instance is
. connected to.
optional
flavourld Identifier of the VNF Virtual Link Descriptor (VLD) in the
required VNED.
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Schema

string

string

string

string

string

string

string

Schema

< extCplnfo > array

<

extManagedVirtualL
inkInfo > array

< extVirtualLinkInfo
> array

string



Name

localizationLa
nguage
optional

monitoringPa
rameters
optional

scaleStatus
optional

virtualLinkRe
sourcelnfo
optional

virtualStorag
eResourcelnfo
optional

vnfState
required

vnfcResourcel
nfo
optional

extCpInfo

Name

cpProtocolInf
0
optional

cpdId
required

extLinkPortld
optional

Description

Information about localization language of the VNF
(includes e.g. strings in the VNFD). The localization
languages supported by a VNF can be declared in the VNFD,
and localization language selection can take place at
instantiation time. The value shall comply with the format
defined in IETF RFC 5646.

Active monitoring parameters.

Scale status of the VNF, one entry per aspect. Represents for
every scaling aspect how "big" the VNF has been scaled
w.r.t. that aspect.

Information about the virtualised network resources used
by the VLs of the VNF instance.

Information on the virtualised storage resource(s) used as
storage for the VNF instance.

Information about the virtualised compute and storage
resources used by the VNFCs of the VNF instance.

Description

Network protocol information for this CP.

Identifier of the VNF Virtual Link Descriptor (VLD) in the
VNED.

An identifier with the intention of being globally unique.

Schema

string

<

monitoringParamete
rs > array

< scaleStatus > array

<
virtualLinkResource
Info > array

<

virtualStorageResou
rcelnfo > array

enum (STARTED,

STOPPED)

< vnfcResourcelnfo
> array

Schema

< cpProtocollnfo >
array

string

string
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Name
id
required

cpProtocolIlnfo

Name

ipOverEthern
et
required

layerProtocol
required

ipOverEthernet

Name

addressRange
required

addresses
required

ipAddresses
required

isDynamic
optional

macAddress
required
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Description

An identifier that is unique for the respective type within a
VNF instance, but may not be globally unique.

Description

This type represents information about a network address
that has been assigned. It shall comply with the provisions
defined in Table 6.5.3.18-1.

The identifier of layer(s) and protocol(s) associated to the
network address information. Permitted values:
IP_OVER_ETHERNET See note.

Description

An IP address range used, e.g. in case of egress connections.
See note.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Addresses assigned to the CP instance. Each entry
represents IP addresses assigned by fixed or dynamic IP
address assignment per subnet.

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be
present if "addresses" is present and shall be absent
otherwise.

A MAC address. Representation: string that consists of
groups of two hexadecimal digits, separated by hyphens or
colons.

Schema

string

Schema

ipOverEthernet

enum
(IP_OVER_ETHERNE
T)

Schema

addressRange

string (IP)

< ipAddresses >
array

boolean

string (MAC)



Name

maxAddress
optional

minAddress
optional

subnetld
required

type
optional

addressRange

Name

maxAddress
required

minAddress
required

ipAddresses

Name

addressRange
optional

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Description

An IP address range used, e.g., in case of egress
connections. Exactly one of "addresses" or "addressRange"
shall be present.

Schema

string (IP)

string (IP)

string

enum (PV4, PV6)

Schema

string (IP)

string (IP)

Schema

addressRange

77



Name

addresses
optional

isDynamic
optional

subnetld
optional

type
required

addressRange

Name

maxAddress
required

minAddress
required

Description

Fixed addresses assigned (from the subnet defined by
"subnetld" if provided).

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be
present if "addresses" is present and shall be absent
otherwise.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses. Permitted values: IPV4, IPV6.

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

extManagedVirtualLinkInfo

Name
id
required

Description

An identifier with the intention of being globally unique.

networkResou This type represents the information that allows addressing

rce
optional
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a virtualised resource that is used by a VNF instance.
Information about the resource is available from the VIM.

Schema

< string (IP) > array

boolean

string

enum (IPV4, IPV6)

Schema

string (IP)

string (IP)

Schema

string

networkResource



Name Description Schema
vnfLinkPorts ) ) < vnfLinkPorts
) Link ports of this VL.
optional array
vnfVirtualLin
Identifier of the VNF Virtual Link Descriptor (VLD) in the .
kDescld string
) VNED.
required
networkResource
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required )
instance.
resourceProvi
derId An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource _ .
urceType . string
i provider.
optional
vnfLinkPorts
Name Description Schema
cplnstanceld An identifier that is unique for the respective type within a strin
optional VNF instance, but may not be globally unique. &
id An identifier that is unique for the respective type within a .,
required VNF instance, but may not be globally unique. &
resourceHand This type represents the information that allows addressing
le a virtualised resource that is used by a VNF instance. resourceHandle
required Information about the resource is available from the VIM.
resourceHandle
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Name Description
An identifier maintained by the VIM or other resource
resourceld . . . o
) provider. It is expected to be unique within the VIM
required )
instance.
resourceProvi
derld An identifier with the intention of being globally unique.
optional
vimConnectio
nld An identifier with the intention of being globally unique.
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource
urceType .
i provider.
optional
extVirtualLinkInfo
Name Description
extLinkPorts
) Link ports of this VL.
optional
id . o . . . . .
) An identifier with the intention of being globally unique.
required
resourceHand This type represents the information that allows addressing
le a virtualised resource that is used by a VNF instance.
required Information about the resource is available from the VIM.
extLinkPorts
Name Description
cplnstanceld An identifier that is unique for the respective type within a
optional VNF instance, but may not be globally unique.
id . - . . . . .
) An identifier with the intention of being globally unique.
required
resourceHand This type represents the information that allows addressing
le a virtualised resource that is used by a VNF instance.
required Information about the resource is available from the VIM.
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Schema

string

string

string

string

Schema

< extLinkPorts
array

string

resourceHandle

Schema

string

string

resourceHandle

>



resourceHandle

Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso .
Type of the resource in the scope of the VIM or the resource .
urceType . string
) provider.
optional
resourceHandle
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso )
Type of the resource in the scope of the VIM or the resource .
urceType . string
. provider.
optional
monitoringParameters
Name Description Schema
id Identifier of the VNF Virtual Link Descriptor (VLD) in the strin
required VNED. &
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Name

name
optional

timeStamp
required

value
required

scaleStatus

Name

aspectld
required

scaleLevel
required

Description

Human readable name of the monitoring parameter, as
defined in the VNFD.

Represents the point in time when the measurement has
been performed, as known to the VNFM. Should be
formatted according to ETF RFC 3339.

Value of the monitoring parameter known to the VNFM
(e.g. obtained for auto-scaling purposes). The type of the
"value" attribute (i.e. scalar, structure (Object in JSON), or
array (of scalars, arrays or structures/Objects)) is assumed
to be defined in an external measurement specification.

Description

Identifier of the VNF Virtual Link Descriptor (VLD) in the
VNED.

Indicates the scale level. The minimum value shall be 0 and
the maximum value shall be <= maxScaleLevel as described
in the VNFD.

virtualLinkResourceInfo

Name
id
required

metadata
optional

networkResou

rce
required

reservationld

optional
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Description

An identifier that is unique for the respective type within a
VNF instance, but may not be globally unique.

This type represents a list of key-value pairs. The order of
the pairs in the list is not significant. In JSON, a set of key-
value pairs is represented as an object. It shall comply with
the provisions defined in clause 4 of IETF RFC 7159.

This type represents the information that allows addressing
a virtualised resource that is used by a VNF instance.
Information about the resource is available from the VIM.

An identifier with the intention of being globally unique.

Schema

string

string

object

Schema

string

integer

Schema

string

object

networkResource

string



Name Description Schema
Links ports of this VL. Shall be present when the linkPort is
vnfLinkPorts P . p < vnfLinkPorts
) used for external connectivity by the VNF (refer to
optional ) ) array
VnfLinkPortInfo). May be present otherwise.
vnfVirtualLin
Identifier of the VNF Virtual Link Descriptor (VLD) in the .
kDescId string
; VNEFD.
required
networkResource
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso .
Type of the resource in the scope of the VIM or the resource .
urceType . string
. provider.
optional
vnfLinkPorts
Name Description Schema
cplnstanceld An identifier that is unique for the respective type within a strin
optional VNF instance, but may not be globally unique. &
id An identifier that is unique for the respective type within a strin
required VNF instance, but may not be globally unique. &
resourceHand This type represents the information that allows addressing
le a virtualised resource that is used by a VNF instance. resourceHandle
required Information about the resource is available from the VIM.
resourceHandle

>
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Name Description Schema

An identifier maintained by the VIM or other resource

resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required )
instance.
resourceProvi
derId An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource _ .
urceType . string
i provider.
optional
virtualStorageResourcelInfo
Name Description Schema
id An identifier that is unique for the respective type within a string

required VNF instance, but may not be globally unique.

This type represents a list of key-value pairs. The order of
metadata the pairs in the list is not significant. In JSON, a set of key-

. o . ., object

optional value pairs is represented as an object. It shall comply with )
the provisions defined in clause 4 of IETF RFC 7159.

reservationld . o . . . . . .

) An identifier with the intention of being globally unique. string
optional
storageResour This type represents the information that allows addressing
ce a virtualised resource that is used by a VNF instance. storageResource
required Information about the resource is available from the VIM.
virtualStora

& Identifier of the VNF Virtual Link Descriptor (VLD) in the .
eDescld string
) VNED.

required
storageResource
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Name Description Schema

An identifier maintained by the VIM or other resource

resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required )
instance.
resourceProvi
derId An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource _ .
urceType . string
i provider.
optional
vnfcResourcelnfo
Name Description Schema

computeReso This type represents the information that allows addressing

urce a virtualised resource that is used by a VNF instance. computeResource
required Information about the resource is available from the VIM.

id An identifier that is unique for the respective type within a strin

required VNF instance, but may not be globally unique. &

This type represents a list of key-value pairs. The order of
metadata the pairs in the list is not significant. In JSON, a set of key-

.. object
optional value pairs is represented as an object. It shall comply with )
the provisions defined in clause 4 of IETF RFC 7159.

reservationld . - . . . . . .

) An identifier with the intention of being globally unique. string
optional
storageResour References to the VirtualStorage resources. The value
celds refers to a VirtualStorageResourcelnfo item in the <string> array
optional Vnflnstance.
vduld Identifier of the VNF Virtual Link Descriptor (VLD) in the o

required VNED.



Name Description Schema

CPs of the VNFC instance. Shall be present when that

vnfcCplInfo ) . . .
optiondl particular CP of the VNFC instance is associated to an < vnfcCplnfo > array
P external CP of the VNF instance. May be present otherwise.
computeResource
Name Description Schema
An identifier maintained by the VIM or other resource
resourceld . . . o .
) provider. It is expected to be unique within the VIM string
required .
instance.
resourceProvi
derld An identifier with the intention of being globally unique. string
optional
vimConnectio
nld An identifier with the intention of being globally unique. string
required
vimLevelReso
Type of the resource in the scope of the VIM or the resource .
urceType . string
) provider.
optional
vnfcCplInfo
Name Description Schema
cpProtocolInf
. . . < cpProtocollnfo >
0 Network protocol information for this CP. arra
optional y
cpdId Identifier of the VNF Virtual Link Descriptor (VLD) in the strin
required VNEFD. 8
id An identifier that is unique for the respective type within a strin
required VNF instance, but may not be globally unique. 8
vnfExtCpld An identifier that is unique for the respective type within a strin
optional VNF instance, but may not be globally unique. &
vnfLinkPortld An identifier that is unique for the respective type within a string
i

optional VNF instance, but may not be globally unique.
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cpProtocolIlnfo

Name

ipOverEthern
et
required

layerProtocol
required

ipOverEthernet

Name

addressRange
required

addresses
required

ipAddresses
required

isDynamic
optional

macAddress
required

maxAddress
optional

Description Schema

This type represents information about a network address
that has been assigned. It shall comply with the provisions ipOverEthernet
defined in Table 6.5.3.18-1.

The identifier of layer(s) and protocol(s) associated to the enum
network address information. Permitted values: (IP_OVER_ETHERNE
IP_OVER_ETHERNET See note. T)

Description Schema

An IP address range used, e.g. in case of egress connections.

addressRange
See note.

An IPV4 or IPV6 address. Representation: In case of an IPV4

address, string that consists of four decimal integers

separated by dots, each integer ranging from 0 to 255. In string (IP)
case of an IPV6 address, string that consists of groups of

zero to four hexadecimal digits, separated by colons.

Addresses assigned to the CP instance. Each entry
represents IP addresses assigned by fixed or dynamic IP
address assignment per subnet.

< ipAddresses >
array

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be boolean
present if "addresses" is present and shall be absent
otherwise.

A MAC address. Representation: string that consists of
groups of two hexadecimal digits, separated by hyphens or string (MAC)
colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4

address, string that consists of four decimal integers

separated by dots, each integer ranging from 0 to 255. In string (IP)
case of an IPV6 address, string that consists of groups of

zero to four hexadecimal digits, separated by colons.
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Name

minAddress
optional

subnetld
required

type
optional

addressRange

Name

maxAddress
required

minAddress
required

ipAddresses

Name

addressRange

optional

addresses
optional
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Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM
instance.

The type of the IP addresses

Description

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4
address, string that consists of four decimal integers
separated by dots, each integer ranging from 0 to 255. In
case of an IPV6 address, string that consists of groups of
zero to four hexadecimal digits, separated by colons.

Description

An IP address range used, e.g., in case of egress
connections. Exactly one of "addresses" or "addressRange"
shall be present.

Fixed addresses assigned (from the subnet defined by
"subnetld" if provided).

Schema

string (IP)

string

enum (PV4, PV6)

Schema

string (IP)

string (IP)

Schema

addressRange

< string (IP) > array



Name

isDynamic
optional

subnetld
optional

type
required

addressRange

Name

maxAddress
required

minAddress
required

vnffgInfo

Name
id
required

nsCpHandle
optional

nsVirtualLink
Infold
optional

Description Schema

Indicates whether this set of addresses was assigned
dynamically (true) or based on address information
provided as input from the API consumer (false). Shall be boolean
present if "addresses" is present and shall be absent
otherwise.

An identifier maintained by the VIM or other resource
provider. It is expected to be unique within the VIM string
instance.

The type of the IP addresses. Permitted values: IPV4, IPV6.  enum (IPV4, IPV6)

Description Schema

An IPV4 or IPV6 address. Representation: In case of an IPV4

address, string that consists of four decimal integers

separated by dots, each integer ranging from 0 to 255. In string (IP)
case of an IPV6 address, string that consists of groups of

zero to four hexadecimal digits, separated by colons.

An IPV4 or IPV6 address. Representation: In case of an IPV4

address, string that consists of four decimal integers

separated by dots, each integer ranging from 0 to 255. In string (IP)
case of an IPV6 address, string that consists of groups of

zero to four hexadecimal digits, separated by colons.

Description Schema

An identifier with the intention of being globally unique. string

Identifiers of the CP instances attached to the constituent < nsCpHandle
VNFs and PNFs or the SAP instances of the VNFFG. See note. array

Identifier(s) of the constituent VL instance(s) of this VNFFG

. < string > array
instance.
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Name

pnfdinfold
optional

vnfInstanceld
required

vnffgdld
required

nsCpHandle

Name

nsInstanceld
optional

nsSaplnstance
Id
optional

pnfExtCplInsta
nceld
optional

pnfInfold
optional

vnfExtCplInsta
nceld

optional

vnfInstanceld
optional

Response 400

Name

detail
required

instance
optional
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Description Schema

Identifier(s) of the constituent PNF instance(s) of this .
. < string > array
VNFFG instance.
Identifier(s) of the constituent VNF instance(s) of this .
. < string > array
VNFFG instance.

An identifier that is unique within a NS descriptor.

strin
Representation: string of variable length. &
Description Schema
An identifier with the intention of being globally unique. string
An identifier that is unique with respect to a NS. strin
Representation: string of variable length. &
Identifier of the CP in the scope of the PNF. string
An identifier with the intention of being globally unique. string

An identifier that is unique for the respective type within a

strin
VNF instance, but may not be globally unique. &
An identifier with the intention of being globally unique. string
Description Schema
A human-readable explanation specific to this occurrence string

of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if string (URI)
dereferenced.



Name

status
required

title
optional

type
optional

Response 401

Name

detail
required

instance
optional

status
required

title
optional

Description

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

Schema

integer

string

string (URI)

Schema

string

string (URI)

integer

string

91



Name

type
optional

Response 403

Name

detail
required

instance
optional

status
required

title
optional

type
optional

Response 404

Name

detail
required
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Description

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When this member
is not present, its value is assumed to be "about:blank".

Description

A human-readable explanation specific to this occurrence
of the problem.

A URI reference that identifies the specific occurrence of
the problem. It may yield further information if
dereferenced.

The HTTP status code for this occurrence of the problem.
The HTTP status code ([RFC7231], Section 6) generated by
the origin server for this occurrence of the problem.

A short, human-readable summary of the problem type. It
should not change from occurrence to occurrence of the
problem, except for purposes of localization. If type is given
and other than "about:blank", this attribute shall also be
provided. A short, human-readable summary of the
problem type. It SHOULD NOT change from occurrence to
occurrence of the problem, except for purposes of
localization (e.g., using proactive content negotiation; see
[RFC7231], Section 3.4).

A URI reference according to IETF RFC 3986 [5] that
identifies the problem type. It is encouraged that the URI
provides human-readable documentation for the problem
(e.g. using HTML) when dereferenced. When th